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RECOGNIZE & 
REPORT PHISHING

Phishing often tries to 
get us to open a 
harmful attachment or 
share personal 
information. Learn what 
to look for to avoid the 
"phish hook."



USE STRONG 
PASSWORDS

Using strong passwords 
and a password 

manager are some easy 
ways to protect 
ourselves from 

someone logging into 
an account and stealing 

data or money.



TURN ON MFA

Multifactor authentication 
means using more than a 
password to access an app 
or account. With MFA, we 
might be asked to enter a 
text code or use a 
fingerprint. It makes us 
much safer from someone 
accessing our accounts.



UPDATE 
SOFTWARE

Don't delay software 
updates. Flaws in 
software can give 

criminals access to files 
or accounts. 

Programmers fix these 
flaws as soon as they can, 

but we must install 
updates for the latest 

protection!


